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Abstract of the contribution: This proposal tries to remove the EN in solution 6.19 including how to achieve co-exist of PtP and the SBI for N4 interface 
1. Introduction
Some modifications for the solution6.19 are proposed.
1. Changing the “Editor’s note:	the protocol design of N4 SBI is per stage 3 and considering the performance” to a NOTE. Because it is supposed the performance comparison between PtP and SBI should be done in stage3.
2. Removing the EN of whether there are other NFs besides SMF can invoke the UPF services. Based on current 5G architecture, only the SMF has the control plane part interface with UPF, and the discussion for SBI is only for N4. Therefore we conclude that only the SMF from 5GC can invoke the UPF’s services. 
3. How to achieve co-exist of PtP and the SBI for N4 interface. Based on solution6.1, the SMF should know what kind of interface the UPF is using, before actual contact the UPF. However this solution makes a pre-assumption that the UPF can only supply one protocol, PtP or SBI.
In order to support mix deployment of both the UPF using PtP interface and UPF using service based interface, some preliminary conditions should be considered
1. One SMF can support one protocol interface between UPF and 5GC, i.e. PtP or SBI, or both.
2. One UPF can support one protocol interface between UPF and 5GC, i.e. PtP or SBI, or both.
3. SMF and UPF should be coordinated for one protocol, before the connection establishment between the SMF and the UPF.
Based on the three preliminary conditions, and the conclusion that SMF is provided with the available UPFs using the NRF, the following solution is proposed.
[bookmark: _GoBack]When the UPF registers itself in the NRF, the indication of what protocols can be supported should be included. When the SMF gets the UPF capability information from NRF, the SMF shall decide which protocol should be used for this N4 interface, or the SMF rejects to use the UPF if the SMF only support one protocol and the UPF only support the other protocol. And if the protocol capability of the SMF and UPF can’t be coordinated, the rejection for this UPF should be conveyed to NRF.
2. Conclusion and Proposal
The modifications are supposed to be accepted by TR23.742
* * * First Change * * *
[bookmark: _Toc523749632]6.19	Solution 19: UPF Services introduced in 5G eSBA
[bookmark: _Toc523749633]6.19.1	Introduction
This solution addresses key issue 2 "Extend Service Concept into User Plane".
In Release 15 SBA design, the SBA applies to 5GC control plane only due to time constraints. This leads to both SBI and PtP interfaces exists in the core network, causing the protocol complexity. The user plane function (UPF) is the NF that possesses many functionalities. Therefore, extends the service concept into User Plane helps to modularize the functionalities so that the UPF can be flexible defined/deployed, e.g., per network slicing/edge computing requirement.
There are 13 main functionalities of UPF illustrated in 23.501, clause 6.2.3.
1.	Anchor point for Intra-/Inter-RAT mobility (when applicable).
2.	External PDU Session point of interconnect to Data Network.
3.	Packet routing & forwarding (e.g. support of Uplink classifier to route traffic flows to an instance of a data network, support of Branching point to support multi-homed PDU Session).
4.	Packet inspection (e.g. Application detection based on service data flow template and the optional PFDs received from the SMF in addition).
5.	User Plane part of policy rule enforcement, e.g. Gating, Redirection, Traffic steering).
6.	Lawful intercept (UP collection).
7.	Traffic usage reporting.
8.	QoS handling for user plane, e.g. UL/DL rate enforcement, Reflective QoS marking in DL.
9.	Uplink Traffic verification (SDF to QoS Flow mapping).
10.	Transport level packet marking in the uplink and downlink.
11.	Downlink packet buffering and downlink data notification triggering.
12.	Sending and forwarding of one or more "end marker" to the source NG-RAN node.
13.	ARP proxying as specified in IETF RFC 1027] and / or IPv6 Neighbour Solicitation Proxying as specified in IETF RFC 4861 functionality for the Ethernet PDUs. The UPF responds to the ARP and / or the IPv6 Neighbour Solicitation Request by providing the MAC address corresponding to the IP address sent in the request.
Some considerations to defines UPF services:
1.	UPF's functionality characteristics. There are 13 main functionalities of UPF illustrated in TS 23.501 [2]. Considering the N3 and N9 is not in the scope of eSBA, there are eleven functionalities of UPF can be categorized into three services, i.e. the Traffic Path Control Service (fulfilling UPF functionality 1,2,3), Policy Control Service(fulfilling UPF functionality 4,5,6,8,9,10) and Event Exposure Service(fulfilling UPF functionality 7,11). In addition, the UPF functionalities may be either session-level or UPF node-level i.e., N4 association.
2.	Context/data independencies.
Editor's Note:	It is need to investigate the independency of the NF services defined.
[bookmark: _Toc523749634]6.19.2	High-level Description
Based on the functionalities as well as the data/context managed, the 5G user plane NF services are defined as the following:
-	Traffic Path Control is the service to establish the traffic routing path for uplink/downlink data. It can be used to update the tunnel info when the UPF implements the mobility anchor, or a UPF is inserted into/removed from the existing data path.
-	N4 Association: the association of N4, between SMF and UPF. This is a UPF level (as compared with session level) handling service.
-	Policy Control is the service to configure corresponding PCF policy and/or policy trigger information on UPF for proper data traffic handling, and to achieve PFD management. SMF can invoke the policy control service to transfer the QoS, Lawful Interception, Charging or other policies to UPFs, and after this configuration, the policy can be enforced when the corresponding uplink/downlink data starts to transfer.
-	Event Exposure is the service which can report the UPF information to the consumers subscribed this event. For example, N4 node level reporting, the downlink data notification, etc.

[bookmark: _Toc523749635]6.19.3	Services and illustrated Procedures
Table 6.19.3-1: List of UPF Services
	Service Name
	Service Operations
	Operation
Semantic
	Known Consumer(s)
	Example Reference

	Nupf_TrafficPathControl service
	Create
	Request/ Response
	SMF
	Step 10a and 10b of clause 4.3.2.2.1.
Step 4a, 4b of clause 4.3.5.3

	
	Update
	Request/ Response
	SMF
	Step 16a and 16b of clause 4.3.2.2.1
Step 5a ,5b and 6a,6b of clause 4.3.5.3

	
	Release
	Request/ Response
	SMF
	Step 2a and 2b of clause 4.3.4.2

	Nupf_N4Association
	Setup
	Request/ Response
	SMF
	Steps of clause 4.4.3.1

	
	Update
	Request/ Response
	SMF
	Steps of clause 4.4.3.2 SMF initiated N4 association update procedure

	
	Release
	Request/ Response
	SMF
	Steps of clause 4.4.3.3 SMF initiated N4 association release procedure

	Nupf_PolicyControl service
	Create 
	Request/ Response
	SMF,
	Step 10a and 10b of clause 4.3.2.2.1


	
	Update
	Request/ Response
	SMF
	Step 12a, 12b of clause 4.3.3.2
Step 3 and 4 of clause 4.4.4

	
	Release
	Request/ Response
	SMF
	Steps of clause 4.4.1.4

	Nupf_EventExposure service
	Notify
	Subscribe/Notify
	SMF,
	Step 1 of clause 4.4.4
Step 2a of clause 4.2.3.3


Editor's Note:	Whether there are other NFs besides SMF can invoke the UPF services is FFS.
[bookmark: _Toc523749636]6.19.4	Co-existing of N4 PtP and N4 SBI 
In order to support mix deployment of both the UPF using PtP interface and UPF using service based interface, some preliminary conditions should be considered
1. One SMF can support one protocol interface between UPF and 5GC, i.e. PtP or SBI, or both.
2. One UPF can support one protocol interface between UPF and 5GC, i.e. PtP or SBI, or both.
3. SMF and UPF should be coordinated for one protocol, before the association establishment between the SMF and the UPF.
Based on the three preliminary conditions, and the discovery mechanism that SMF get the available UPFs using the NRF, the following solution is proposed.
When the UPF registers itself in the NRF, the indication of what protocols can be supported should be included. When the SMF gets the UPF capability information from NRF, the SMF shall decide which protocol should be used for this N4 interface, or the SMF rejects to use the UPF in case the SMF only support one protocol and the UPF only support the other protocol. And if the protocol capability of the SMF and UPF can’t be coordinated, the rejection for this UPF should be conveyed to NRF.
6.19.45	Impacts on existing Services and Interfaces
The SMF needs to be updated to be able to invoke the corresponding UPF services.
The N4 PtP interface should be updated to support service based interface.
Editor's NOTEote:	tThe protocol design of N4 SBI is per stage 3 and considering the performance.
Editor's Note:	how to achieve co-exist of PtP and the SBI-N4 is FFS.
Editor's Note:	Whether the procedure like Step 10a and 10b of clause 4.3.2.2.1 can be divided into two services invocation e.g.Nupf_PathControl_Create and Nupf_PolicyControl_Create is FFS.
[bookmark: _Toc523749637]6.19.56	Evaluation of the Solution
Editor's note:	This clause provides an evaluation of the solution.

* * * End of Change * * *
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